Klauzula informacyjna dot. przetwarzania danych osobowych
na podstawie obowigzku prawnego cigzacego na administratorze
(przetwarzanie w zwigzku z ustawg z dnia 6 sierpnia 2010 r.

o dowodach osobistych)

TOZSAMOSC
ADMINISTRATORA

Administratorami sa:

1.Minister Cyfryzacji, majacy siedzibe w Warszawie (00-060) przy ul.
Krélewskiej 27 — odpowiada za utrzymanie i rozwdj rejestru,

2.Minister Spraw Wewnetrznych i Administracji, majacy siedzibe w Warszawie
(02-591) przy ul Stefana Batorego 5 — odpowiada za ksztaltowanie jednolitej
polityki w zakresie realizacji obowigzkéw okreslonych w ustawie oraz
personalizacje dowoddw osobistych.

W zakresie danych przetwarzanych w dokumentacji papierowej i innych
zbiorach danych prowadzonych przez organ wydajgcy dowdd osobisty jest:
Burmistrz Miasta i Gminy tasin.

DANE KONTAKTOWE
ADMINISTRATORA

Z administratorem — Ministrem Cyfryzacji mozna si¢ skontaktowaé poprzez
adres email iod@mc.gov.pl formularz  kontaktowy pod adresem
https://www.gov.pl/cyfryzacja/kontakt, lub pisemnie na adres siedziby
administratora.

Z administratorem — Ministrem Spraw Wewnetrznych i Administracji mozna sie
skontaktowa¢ pisemnie na adres siedziby administratora.

Z administratorem — Burmistrzem Miasta i Gminy tasin mozna sie skontaktowac
pisemnie (Urzgd Miasta i Gminy, tasin, ul.Radzynska 2, 86-320 tasin),
telefonicznie (564665043) oraz pocztg email (burmistrz@Iasin.pl)

DANE KONTAKTOWE
INSPEKTORA
OCHRONY DANYCH

Administrator — Minister Cyfryzacji wyznaczyt inspektora ochrony danych, z
ktorym moze sig¢ Pani / Pan skontaktowac poprzez email iod@mc.gov.pl lub
pisemnie na adres siedziby administratora. Z inspektorem ochrony danych
mozna sie kontaktowaé we wszystkich sprawach dotyczacych przetwarzania
danych osobowych oraz korzystania z praw zwigzanych z przetwarzaniem
danych.

Administrator — Minister Spraw Wewnetrznych i Administracji wyznaczyt
inspektora ochrony danych, z ktéorym moze sie Pani / Pan skontaktowac
poprzez email iod@mswia.gov.pl lub pisemnie na adres siedziby administratora.

Administrator — Burmistrz Miasta i Gminy tasin wyznaczyt inspektora ochrony
danych, z ktérym moze sie Pani / Pan skontaktowac¢ pisemnie na adres siedziby
administratora, poprzez poczte email (w.marchlewski@lasin.pl) lub telefonicznie
(564665044 wew. 51).

Z inspektorem ochrony danych mozna sie kontaktowa¢ we wszystkich sprawach
dotyczgcych przetwarzania danych osobowych oraz korzystania z praw
zwigzanych z przetwarzaniem danych.

CELE
PRZETWARZANIA |
PODSTAWA PRAWNA

Pani / Pana dane bedg przetwarzane w celu:
e wydania Pani/Panu dowodu osobistego.
e uniewaznienia Pani/Pana dowodu osobistego z powodu:
—  zgtoszenia utraty lub uszkodzenia dowodu,
— zmiany danych zawartych w dowodzie,
— uptywu terminu waznosci dowodu,
— utraty obywatelstwa polskiego lub zgonu.
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e uzyskania przez Panig/Pana zaswiadczenia o danych wtasnych
zgromadzonych w Rejestrze Dowodéw Osobistych

Pani/Pana dane bedg przetwarzane na podstawie przepisow ustawy o
dowodach osobistych.

ODBIORCY DANYCH

W celu sporzadzenia dowodu osobistego Pani/Pana dane osobowe beda
przekazywane do Centrum Personalizacji Dokumentéw MSWiA. Ponadto dane
moga by¢ udostgpniane zgodnie z przepisami ustawy o dowodach osobistych
stuzbom, organom administracji publicznej, prokuraturze oraz innym
podmiotom, jezeli wykazg w tym interes prawny w otrzymaniu danych.

PRZEKAZANIE
DANYCH
OSOBOWYCH DO
PANSTWA
TRZECIEGO LUB
ORGANIZACJI
MIEDZYNARODOWEJ

Pani/Pana dane dotyczgce utraconego dowodu osobistego (skradzionego lub
zagubionego) beda przekazywane do Systemu Informacyjnego Schengen Il na
podstawie ustawy o udziale Rzeczypospolitej Polskiej w Systemie
Informacyjnym Schengen oraz Wizowym Systemie Informacyjnym. Dane beda
przekazywane za posrednictwem Krajowego Systemu Informatycznego
prowadzonego przez Komendanta Gtéwnego Policji.

OKRES
PRZECHOWYWANIA
DANYCH

Dane w Rejestrze Dowoddw Osobistych bedg przetwarzane bezterminowo.

PRAWA PODMIOTOW
DANYCH

Przystuguje Pani/Panu prawo dostepu do Pani/Pana danych oraz prawo
zgdania ich sprostowania, a takze danych osdb, nad ktérymi sprawowana jest
prawna opieka, np. danych dzieci

PRAWO WNIESIENIA
SKARGI DO ORGANU

Przystuguje Pani/Panu réwniez prawo wniesienia skargi do organu nadzorczego
zajmujgcego sie ochrong danych osobowych w panstwie czionkowskim Pani /

NADZORCZEGO Pana zwyktego pobytu, miejsca pracy lub miejsca popetnienia domniemanego
naruszenia.
ZRODLO Pani/Pana dane do Rejestru Dowodéw Osobistych wprowadzane sg przez

POCHODZENIA
DANYCH OSOBOWYCH

nastepujgce organy:

— organ gminy, ktéry wydaje lub uniewaznia dowdd osobisty,

— ministra wlasciwego do spraw wewnetrznych, ktéry personalizuje dowdd
osobisty

INFORMACJA O
DOWOLNOSCI LUB
OBOWIAZKU PODANIA
DANYCH

Obowigzek podania danych osobowych wynika z ustawy o dowodach
osobistych.




